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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may effect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question, or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – We sent her to training, so it must be her fault.

A BSA investigation involving millions of dollars in cash deposits is wrapping-up. “This is the most flagrant violation of the BSA that I’ve seen” said our source. “We were hoping criminal charges would be brought against some of the bankers. But, that’s not going to happen.” 

The deposits occurred at the branch office of a big-city bank. The transactions were properly captured and reported by the bank’s internal systems. However, not a single Suspicious Activity Report (SAR) was filed. 

According to our source, the BSA Officer says she discussed the deposits with the Branch Manager, and he told her they were reasonable and appropriate for the customer. The Branch Manager agrees they discussed the transactions, but, he claims to have advised her that SARs were warranted.

The President and CEO acknowledge knowing about the transactions. They deferred to the BSA Officer’s decision to not file SARs, because she was the person most knowledgeable about the rules and regulations.

Was this a case of willful blindness, or, just poor judgment? It’s hard to say. But when all is said and done, the BSA Officer will probably be the only person sanctioned by the Regulators—and she’ll likely be banned from ever again working at a bank. 

We asked our source what the BSA Officer should have done differently. “If the Branch Manager told her the transactions were not suspicious, she should have requested supporting proof.” What if there was no supporting proof, or, what if the only proof was a history of comparable transactions? “Then the transactions should have been reported. There’s a SAR safe harbor rule that protects banks. And when it comes to reporting suspicious transactions, it’s best to err on the side of caution.”

Case #2 – You better know it when you see it, and, you better look for it.

We’ve heard from multiple sources in High Financial Crimes Areas that the Regulators are instructing banks to search for, specially designate, and, closely monitor accounts deemed “High Risk” for BSA purposes.

What are the criteria for designating an account as “High Risk”? That’s a question the Regulators won’t directly answer. However, the bankers we’ve spoken with tell us the suggested guidelines are (1) consumer accounts that have $5,000 or more in cash transactions during a month, and, (2) commercial accounts that have $20,000 or more—unless the customer is well known. And please note that the dollar amounts are monthly totals—not daily totals. 

“A lot of our customers use spreadsheets to keep track of daily cash transactions total-ing $5,000 or more” said a BSA consultant we spoke with. “We’re now recommending the amount be lowered to $750 for banks with branches, and $1,000 for banks with just one office.”

Should an account be reported if it meets the dollar amounts one time? Probably not. However, we’ve been told the Examiners are recommending that a SAR be filed if the activity occurs twice in three months, three-times in five months, or, four times a year. 

Case #3 – You can have him, we don’t want him.

“The customer most likely to commit a large-dollar kite is a distressed borrower” said our Regulatory source. How can you tell if a borrower is kiting? Some telltale signs are listed below.

1) The borrower repeatedly makes deposits on the same day he makes payments, and the two amount are similar.

2) There’s little or no other activity in the account. 

3) The customer will not provide current financial statements. 

4) A credit bureau report shows a decline in the customer’s credit worthiness.
 

Automatic overdraft programs and Internet Banking have made it a lot easier to kite—and a lot harder to detect it. We’ve been told that kite-related losses, from deposit and loan charge-offs, are at an all-time high. If a borrower is using a kite to hide his cash-flow problem, your risk of loss could be material.

We recently spoke with a banker who had a customer that appeared to be kiting. The customer wasn’t on the Watch List; in fact, his loan payments were current. However, management still told the customer to take his business elsewhere.

“If we’re a company’s primary lender, we expect to have its primary DDA” said the banker. “We discovered this customer had opened new DDAs at three banks, in the last six months. He also refused to provide current financial statements.”

“We can’t swear the customer was kiting. But, it doesn’t matter. We wouldn’t make him a loan today. And, we no longer wanted the one we made last year.”

About Our Company

Wayne Barnett Software is a Texas Corporation. Our BSA/AML system is called the Cash Transaction Monitor (CTM). Prices start at $5,000, with a small annual fee after the first year. Our customers range in size from $40 million in assets, to more than $6 billion. The system works by extracting data from existing sources. It requires no additional data-entry. 

We also have a kite-detection system (the Kite Transaction Monitor). It too works by extracting data from existing sources, and its price starts at $4,000. 

If you have a BSA question, a story to share (we promise anonymity), or, would like to see a live demonstration of our systems via the Internet, please call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.  
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