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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may effect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – The magic number is eight.

The Regulatory Agencies have long disagreed on how many cash transactions a customer should have to be exempted from CTR reporting. One agency recommended eight per year; another twelve, and, a third wanted sixteen.

FinCEN settled the argument in December of 2002, when it published a directive stating that eight transactions per year is sufficient for issuing a CTR exemption. You can find the directive at 


http://www.fincen.gov/final_definition_of_frequent.pdf. 

FinCEN is encouraging banks to issue exemptions. The directive also reminds bankers of their obligation to monitor the currency transactions of exempted customers for suspicious activity. 


Case #2 – It was good last year. But this year it isn’t enough.

When the Regulators next come to your bank, they will closely exam your procedures for monitoring cash transactions. Based on what we’re hearing from around the country, it’s likely they will criticize procedures they accepted in the past. The two most common criticisms we’ve heard are noted below.
 

1. A lot of banks use spreadsheets to keep track of large cash transactions. In the past, this was deemed a good procedure. It appears that’s no longer the case. One Banker told us her story.
 
“All accounts that had daily cash transactions of $5,000 or more were supposed to be entered into a spreadsheet. An Examiner checked the spreadsheet and found a few instances where we had failed to record transactions. He then asked if our procedure would detect a customer who, in the last month, made ten (10) cash deposits of $4,500 each? I said no, and he said our AML program had to change.”

“I was not expecting this. At the last exam they commended our AML program, and now they say it’s insufficient.  The Examiner acknowledged that their expectations had changed, and that they’re more skeptical of manual AML procedures.”

“We now track all accounts that have daily cash transactions of  $2,500 or more. We also have a second person verify each day that the transactions have been recorded. Needless to say, this increases the cost and complexity of our AML procedures—and the Examiners still don’t like it. We’re looking for a new program.”

2. Can you quickly determine the number of times that a customer or non-customer walked out of your bank with “suspicious” amounts of cash? Most bankers can’t, and in some instances the Regulators are citing this as a violation of law.
 
“We’ve never kept records of cash-outs to customer or non-customers, unless they were over $10,000” said a BSA officer. “But our BSA/AML operations were just examined, and that’s changed. We now keep track of all “suspicious” cash-out transactions. We also use the Regulator’s definition of  “suspicious”, which is cash amounts of $5,000 or more.”
Case #3 – Size does matter.

A Senior Regulator we spoke with identified four characteristics that are often seen at banks accused of willful blindness toward money launderers; they’re noted below. (Note: the official defined willful blindness in two ways: choosing to ignore suspicious activity, and, choosing to rely on systems that are inadequate for detecting it.) 


1. Small banks ($40-$250 million in assets) that have below-average earnings. (Such banks tend to decrease their spending on training and audit.)

2. Medium-sized banks ($250 million - $500 million in assets) that have numerous small branch offices. (The Regulator defined a small branch office as one having four or fewer employees.)

3. Small-medium banks that ship an above-average amount of cash to their correspondent bank, or to the Federal Reserve. 


4. Medium-large banks that rely on manual review procedures (such as spreadsheets) to detect money laundering.

The Regulator emphasized that the agencies are not using these characteristics to profile suspect banks. However, if your bank has one or more of these characteristics, you better be ready for a tough BSA/AML exam in 2003. 


About Our Company

Wayne Barnett Software is a Texas Corporation. Our BSA/AML system is called the Cash Transaction Monitor (CTM). Prices start at $5,000, with a small annual fee after the first year. 


The system works by extracting cash transaction information from existing data sources. Our customers range in size from $40 million in assets, to more than $6 billion. The system is well documented, easy to install, and, it comes with a 30-day unconditional money-back guarantee. 

We also have a kite-detection system (the Kite Transaction Monitor), which is similarly priced. The system works by combining an accounts’ debits and credits for periods of 1-3 days. Activity that meets your definition of a kite is stored in a database, so that you can quickly identify accounts that have repetitive suspect transactions. 

If you have a BSA/AML question, a story to share (we promise anonymity), or, would like to see a live demonstration of our systems via the Internet, please call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.  
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