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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may affect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question, or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – A new measuring stick.
The Interagency BSA/AML Examination Manual was revised in 2006. The updated manual provides great guidance for BSA compliance. However, some of the Regulator’s new expectations haven’t been clearly communicated to the industry. Two examples are noted below.

1. Knowledge of BSA should be a component of the job description of key personnel. Likewise, annual performance appraisals should address how well these folks adhere to the bank’s BSA policy. (Note: there’s no guidance as to who are key personnel. Our sources say it’s all loan officers and managers.)
2. Management should identify which of its products and services are most prone to BSA abuse, and, implement enhanced monitoring procedures for them. (Note: the manual offers no guidance on such products and services. Our sources recommend the following:)
· Wire transfers, with enhanced due diligence for international wires.
· ACH transactions of $3,000 or more
· Monetary instrument sales to non-customers.
· Accounts opened for non-citizens.

· Accounts that only have ACH and debit card transactions.
· All transactions by MSBs.
“We just completed an exam where a branch manager was given an $8,000 performance bonus,” said a Regulator we spoke with. “A review of his branch by the BSA Officer revealed sixteen instances where accounts were opened without proper documentation; fourteen of the sixteen still haven’t been resolved. The manager runs the bank’s most profitable branch, and it appears the board chose to ignore his indiscretions. There will be notable repercussions for this one; profitability does not justify violations of law.”
Case #2 – Judgment day. 
The Regulators have harshly criticized the BSA audits done at several banks. The three most common criticisms are noted below. 
1. The frequency for BSA audits is insufficient. The new Exam Manual recommends an audit-frequency of 12-18 months, and many institutions are using an 18-month cycle. However, one Regulatory Agency requires larger institutions (assets of $500 million or more) and institutions in high-risk areas to have annual reviews.

2. A high percentage of BSA audits do not include an opinion as to the sufficiency of the institution’s program. The Regulators expect auditors to judge whether BSA compliance is sufficient, needs improvement, or, is insufficient. An insufficient program should be re-audited after 90 days. A program in need of improvement should be closely monitored by outside directors, and, possibly audited again after six months.
3. The auditor waived the requirement for independent testing of the BSA system, based on the vendor’s SAS-70 audit report. Under no circumstances can independent testing be waived. (Note: in most cases, a SAS-70 audit does not validate the accuracy of software; rather, it only attests to the vendor’s development and testing strategies.)
Case #3 – It ain’t what you think, but it’s suppose to be.
Every BSA system in the world occasionally reports false-positive results. However, the standard procedures at some banks produce numerous false-positives every day. The Regulators haven’t made an issue of this in the past; that’s no longer the case. 
“We just examined a bank where, on the last day of the month, 23% of the items on the BSA reports were false-positives,” said a Regulator we spoke with. “The bank’s system incorrectly reports loan payments and account transfers as cash transactions, along with all transactions posted by the Accounts Payable department.”

A bank cannot post transactions that impede the BSA officer’s ability to identify suspicious transactions. Doing so is a violation of multiple state and federal laws (most notably, BSA and Sarbanes-Oxley). Banks that aren’t working to minimize false-positive results will be harshly criticized.
About Our Company

Wayne Barnett Software is a Texas Corporation. We have products to help you with BSA/AML compliance, Kite and Fraud detection, and, Wire Transfer recordkeeping. 
Our customers range in size from $12 million to $9 billion in assets. We have good and reliable systems, and, the best prices and customer service in the industry. 
We are the only company that lets you try our systems for 30 days, at no cost or obligation. Please check our references and give us a chance to add you to our customer list.
If you have a BSA question, a story to share, or, would like to see a live demonstration of our systems via the Internet, call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.
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