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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may effect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question, or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – We don’t feel your pain, and we hope we never do.
There’s nothing new to be said about the $50 million fine assessed AmSouth Bank, for its alleged violations of the Bank Secrecy Act (BSA). However, a few points are worth repeating.
· Regulatory fines are not normal business expenses, and are not tax deductible. Accordingly, the $50 million fine is equivalent to a $75 million loan write-off. It’s also 8.25% of AmSouth’s earnings for 2003.
· AmSouth is allowed to open 11 branches that were previously under construction. However, it’s prohibited from opening or acquiring additional offices, until the Regulators determine the bank is in substantial compliance with the law.

· The bank must review its customers’ transactions for the past three years, and report any additional suspicious activity.
 
· Criminal prosecution of senior bank executives could occur, if the Regulators determine their orders are not being followed. The bank’s Chief Risk Officer has resigned.
· AmSouth estimates it will spend $4 million to correct its BSA deficiencies. Those monies are tax deductible. Accordingly, when all is said and done, the Regulatory Fines will exceed the cost to correct the problems, by 1,900%. 
Case #2 – Howdy Sheriff.
We’ve spoken with several bankers that were cited for BSA deficiencies, after the Regulators determined they had several customers that may be unregistered Money Services Businesses (MSBs). Management was criticized because it could not say with certainty that the customers were, or were not, MSBs. Two of the banks received Formal Regulatory Sanctions, and were given 60 days to improve their anti-money laundering (AML) program.

Banks are required to file Suspicious Activity Reports (SAR) on customers that it suspects are unregistered MSBs. The law does not prohibit banks from doing business with them. However, the Regulators strongly cautions against it. Please reference OCC Advisory Letter 2004-7 for more information.

“I’m no longer a banker, I’m a cop.” said one man we spoke with. “If a customer says he’s not an MSB, we have to document why we do or don’t believe him. If a customer is an MSB, the Regulators expect us to monitor him like they monitor us. We have to review his AML policy and periodically check for compliance. What’s next—checking his CTRs?” Well, now that you mentioned it…
Said another banker: “We’ve got two customers that are unregistered MSBs and we reported both. But until we’re forced to, we aren’t ending the relationships. One generates $7,000 a month in fee income; the other does $4,000. For that much revenue, we’ll risk a sanction.”
You can’t help but wonder, did the Board at AmSouth once feel this way? If so, I’ll bet they now regret it.
Case #3 – Ask for help and make sure you get it.
Another comment we’re frequently hearing involves the BSA risk-rating process. Specifically, Regulators want the branch managers to be involved. They say no one knows the customers better than the folks that deal with them everyday.
“I was examining a bank and saw an account for the best Barbeque Joint in town,” said an Examiner we recently spoke with. “I noticed the account only had deposits on Mondays and Thursdays, and the deposits were all cash. There were no checks, and I know the place takes checks. The BSA Officer knows the place too and had rated it low-risk. She couldn’t explain the deposit activity, so she asked the branch manager. He wasn’t sure, but, he guessed the owner was splitting the cash deposits between his primary bank and this one, to avoid CTRs.
 “Why didn’t you report this to the BSA Officer?” asked the Examiner. “In all honesty,” said the branch manager “I never noticed it. But I know this guy has a large account at the other bank, because that’s where I used to work.”
“The bank resented our criticism of its BSA training and AML procedures.” said the Examiner. “But in my opinion, they got off light. This wasn’t the only suspicious activity we found, and the branch managers had never been consulted. When we go back next year, if things aren’t improved, a written agreement or C & D will be pursued.”
About Our Company

Wayne Barnett Software is a Texas Corporation. We have products to help you with BSA/ AML compliance, Kite detection, and, Wire Transfer recordkeeping. Our customers range in size from $30 million to $8 billion, and are located throughout the country. 

We have the best systems, prices, and customer service in the industry. We’re the only company that lets you try our system for 30 days, at no cost or obligation. Please check our references, and give us a chance to add you to our customer list.
If you have a BSA question, a story to share, or, would like to see a live demonstration of our systems via the Internet, call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.
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