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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may effect their Bank Secrecy Act program. If you have a BSA question or a story to tell (we promise anonymity), call us at 877-945-4344. 

Case #1 – The proof is in the numbers.

Section 103.22 of the Bank Secrecy Act (BSA) requires banks to have a “system” for monitoring transactions in currency. 

Section 352 of the United States Patriot Act (USPA) directs banks to have an “anti-money laundering (AML) program”.

Is there a difference between a BSA system and an AML program? In a word, Yes. 

“We never insisted that BSA Systems use computerized procedures” said one Senior Regulator we recently spoke with. “We frown upon larger banks that rely on Teller Logs and Excel Spreadsheets, but we generally allow them.”

“But when it comes to AML programs, we’re insisting on computer automation. Banks have to be proactive in searching for money laundering.  And, they must be able to conclusively demonstrate the effectiveness of their AML program.”

How can a bank “conclusively demonstrate” the effectiveness of its AML program?  “By showing us the accounts they are monitoring” said the Regulator. “Every bank with $50 million or more in assets should be monitoring two or three accounts for money laundering. As asset size increases, so will the number of suspect accounts.  Banks that have identified a low number of suspect accounts will have their AML programs closely examined.”

Case #2 – It  doesn’t say “Annual” for a reason.

The most common complaint we’ve heard from Bankers since our last newsletter  concerned the audit frequency for AML operations.  Section 352 of the USPA requires banks to have “…an independent audit function to test (AML) programs.”

When most Bankers hear the word “Audit”, they think “An annual review.” But when it comes to their AML operation, that may not be the case.

“The word Annual was purposely removed from the final version of the Act” says our source in Washington. “If the Regulatory Agencies determine that a bank has weak AML operations, they have the authority to make management do semi-annual or quarterly AML audits”.

“Strong AML operations are a critical part in the fight against Terrorism. If banks don’t take this responsibility seriously, they will pay the price—initially with increased audit fees, and then with fines.”

Does the bank have to use a third-party to conduct the AML audits? In most cases, yes. One Senior Regulator told us “If a bank’s AML operations are deemed marginal or weak, we will require outside AML audits. Banks that have strong AML programs and full-time internal auditors will be allowed to do their own reviews.” 

Case #3 – Believe it, they’re not joking.

A bank recently found a customer who had deposited $56,000 in cash, during a two-week period. The customer had both business and personal accounts at the bank. The deposits went into his personal account. They were done at a remote office; no deposit exceeded $6,000.

When informed of the situation, the Branch Manager responded  “Do you realize how much revenue we missed by not service-charging for these transactions?!!!” 

Needless to say, the BSA Officer’s reaction was different. 

“AML operations are the focal point of our exams” said one of our Regulatory sources. “The branch manager or loan officer that has chosen to look the other way is going to receive a rude awakening next year, when they are indicted for multiple felonies.”

The law referenced by the Regulator is 18 U.S.C. 1956 & 1957. It states that  “willful blindness” by a bank officer of money laundering activities is a crime, punishable by fines of up to $500,000 and incarceration of up to five years. 

How serious are the Regulators about enforcing this law? Very! The Regulators are telling BSA Officers to file SARs on branch managers and loan officers, when it appears they’re ignoring possible laundering transactions.

If your AML policy doesn’t address “willful blindness” by bank officers and managers, you should revise it to do so. 

We’ve developed a sample AML policy that is used by many of our customers. If you’d like a copy in MS-Word format, please send an e-mail request to amlpolicy@barnettsoftware.com.

About Our Company

Wayne Barnett Software is a Texas Corporation. Our BSA/AML system is called the Cash Transaction Monitor (CTM). Prices start at $5,000, with a small annual fee after the first year.  Our customers range in size from $100 million in assets, to more than $6 billion. 

If you have a BSA question, a story to share (we promise anonymity), or, would like to see a live demonstration of our systems via the Internet, please call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com. 
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