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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent banks and credit unions of issues that may affect their Bank Secrecy Act (BSA), Anti-Money Laundering (AML) and FACT Act programs. If you have a question or a story to tell (we promise anonymity), call us at 877-945-4344. 

Case #1 – The signs are there.
The number of people reporting unauthorized Debit Card Transactions is rising at an alarming rate. Most of the complaints are legitimate; some aren’t. 
“In the first two months of this year,” said a Midwestern banker, “we had 26 instances of customers that were laid-off from work, reporting $1,000 or more in unauthorized debits. We know the folks were laid-off because their direct-deposited payroll checks stopped posting. Our Reg E write-offs for January and February increased 23% over 2008.” 
“A lot of the disputed transactions were for home electronics and car accessories—items easily turned into cash,” said the banker. “It doesn’t take a rocket scientist to figure out what’s going on. But Reg E and our debit card contract hinder our ability to contest disputed transactions.”
The bank is addressing the situation by removing overdraft protection and lowering debit card limits, when customers have reduced deposits. It also bought software that spots suspicious transactions more quickly. 
“We still use a third-party to monitor our debit card transactions,” said the banker. “They’re helpful, but, they often don’t contact us until suspicious activity has occurred for 3-4 days. Our new software often lets us find suspicious activity after just one day. We’re hoping to cut our debit card losses by 25-35%—and not renew the monitor agreement.”
Case #2 – The E doesn’t stand for Easy.

We helped 20+ banks last year that were cited for Reg E violations. The rules that seem to cause the most problems are outlined below.
· A customer has 60 calendar days after the bank mails a statement, to report unauthorized transactions. Accordingly, disputed transactions can be up to 90 days old.
· Oral notification is sufficient, even if left on a voicemail system, if the customer sufficiently identifies himself and the disputed transactions.

· Banks have 10 business days to either resolve the error or provide the customer with provisional credit. (Note: some debit card companies obligate banks to issue provisional credit within 5 business days.)
· The resolution period expands to 20 business days for accounts opened less than 30 calendar days. 
· If provisional credit is given, the bank can take up to 45 calendar days to complete its investigation of the purported fraud. The investigation period extends to 90 calendar days for the following: 

· Transactions occurring outside of the U.S.
· Debit card transactions.
· Transactions on an account opened less than 30 days.

· If the bank decides the transactions are legitimate, it can remove the provisional credit—but not until five business days after the customer is notified of the bank’s decision. The provisional funds must be used to pay third-party debits presented to the bank during the five days. 
Case #3 – Easier exemptions.
The rules for exempting customers from CTRs changed in January of this year. We’ve outlined the major changes below.
· You no longer file FinCEN Form 110 (Designation of Exempt Person) for CTR exemptions given to banks and government entities. However, you must internally document the date you approved the exemption.

· The minimum number of transactions required to qualify for an exemption was reduced from eight to five.

· The time a Phase-II account has to be open in order to issue an exemption was decreased from one year to 60 days.

· Bi-annual renewals of exempted accounts are no longer required. However, you still must regularly review exempted accounts for suspicious activity.
About Our Company

Wayne Barnett Software is a Texas Corporation. We have products that help with BSA/AML compliance, Suspicious Activity Monitoring/FACTA Compliance, and, Wire Transfer Operations. Our customers range in size from $9 million to $10 billion in assets. 
We have the best prices and customer service in the industry. We also let you try our systems for 30 days, at no cost or obligation. Please check our references and give us a chance to add you to our customer list.
If you have a BSA question, a story to share, or, would like to see a live demonstration of our systems via the Internet, call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.[image: image1.png]
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