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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may affect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question, or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – Do as we say, not as we do.
In the past few months, a number of banks have been surprised when angry customers asked about filed Suspicious Activity Reports (SARs). How did the customers know about the SARs? They were told by the Internal Revenue Service. (Yes, the IRS.)
The IRS believes that in some instances, the structuring of cash deposits is done solely for the purpose of avoiding CTRs. It (the IRS) is sending letters to select folks, advising them to immediately stop any structuring they may be doing.

Now—we know what you’re thinking: isn’t it illegal to disclose the filing of SARs? In a word, YES. Could this situation void the protection banks are provided by the Safe Harbor Rule? Probably not—but that won’t stop an angry customer from suing you, and all litigation is expensive. What measures should a bank take? A Senior Regulatory Attorney we spoke with offered the following advice.

1. Neither confirm nor deny the existence of a SAR. Instead, tell the customer that all Federal and State laws are scrupulously followed by the bank.

2. File a SAR on the person that disclosed the SAR. In the narrative, note the suspected violation of U.S.C. 31, Section 5318(g)(2). (Note: file the SAR, even if you don’t know who disclosed the information. This will help demonstrate that the bank is innocent of any wrongdoing.)
3. Make a formal written complaint to your Congressman. “This is a blatant violation of Federal Law,” said our source. “Banks should act aggressively to combat it.”
 
Case #2 – Don’t blame others for your relationship troubles.
When reviewing for suspicious activity, you must aggregate transactions for related accounts—even when they have different tax-ID numbers. There are no exceptions to this rule. A Senior Regulator we recently spoke with shared the following story: “We just examined a bank where a customer was a signor on five accounts. Four of the five were setup with different tax-IDs. In the fourth quarter last year, the relationship had total cash deposits of $87,000. No CTRs were filed; but, there should have been three.” 
“How did we find this?” asked the Regulator. “We didn’t; the bank’s internal auditor did. She reported it to the President and the Board, and they were unconcerned. The President faulted their vendor and said a resolution to the problem was outside of his control. I’m fairly certain he and the board now see things differently.” 
How serious is this issue? Very! We’ve heard from fifteen banks this quarter that were criticized by the Regulators, because they couldn’t aggregate relationships with different tax-IDs. All fifteen were ordered to take immediate corrective action.

Our BSA/AML system, and most others that we’re familiar with, can automatically relate accounts—even when the primary banking system can’t. It takes a couple of hours each month to run the job; but, it can be done. The Regulators know this and are taking a dim view of banks that don’t fully utilize their BSA/AML system. 

“I haven’t heard of any banks being fined for this,” said our Regulatory source “but that will likely happen in the near future. We’re beginning to consider missed CTRs a harbinger of willful blindness.”
Case #3 – They have to have it, and you have to make sure. 
Guidance issued by FinCEN in September of 2006 directs all Money Services Businesses (MSB) to have an annual independent review of their Anti-Money Laundering (AML) program. The review can be conducted by either the MSB’s staff or a third party, as long as the person doing it is independent of the compliance function.
Banks are not required to examine the AML reviews of their MSB customers. However, when an MSB opens a new account, banks are expected to verify the existence of a current review. The same is true when MSBs apply for new loans and renewals. 

“We aren’t asking banks to judge the quality of the AML review,” said a Senior Regulatory Official. “But we feel it’s prudent for banks to verify their MSB customers are making every effort to comply with Federal Law.”
About Our Company

Wayne Barnett Software is a Texas Corporation. We have products to help you with BSA/AML compliance, Kite and Fraud detection, and Wire Transfer recordkeeping. 
Our customers range in size from $12 million to $9 billion in assets. Our systems are effective and reliable, and we have the best prices and customer service in the industry. 
We are the only company that lets you try our systems for 30 days, at no cost or obligation. Please check our references and give us a chance to add you to our customer list.
If you have a BSA question, a story to share, or, would like to see a live demonstration of our systems via the Internet, call us at 877-945-4344. You can also reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.
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