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The BSA Examiner is a newsletter published by Wayne Barnett Software, a Texas Corporation. The goal of our newsletter is to inform independent bankers of issues that may effect their Bank Secrecy Act (BSA) & Anti-Money Laundering (AML) programs. If you have a BSA/AML question, or a story to tell (we promise anonymity), please call us at 877-945-4344. 

Case #1 – If you think it’s hot now, wait until winter.

On June 4, 2004 the General Accounting Office (GAO) announced that it was reviewing the Regulator’s work in Examining and Enforcing the Bank Secrecy Act (reference document GAO-04-833T). The review was initiated at the request of the Senate Banking Committee (SBC). 

The SBC has not said why it requested the review. However, in its announcement, GAO noted the Inspector General (IG) offices at Treasury and FDIC had criticized their agency’s examination and enforcement actions. Specifically:

· The IG for Treasury reported that from 2000-2002, the OTS found 180 violations of the BSA. However, it only initiated 11 enforcement actions—and five of them failed to address all substantive findings.  

· The IG for FDIC reported that some banks were cited for BSA violations multiple times, with no supervisory action taken.  

· Problems at Fed, OCC, and, NCUA were also noted.

It appears BSA scrutiny will soon increase, to levels never before seen. FinCEN Director William Fox announced the formation of a new office, to help train and assist the Regulators. FinCEN will also participate as “observers” on selected exams. And, there’s proposed legislation to transfer responsibility for BSA exams to FinCEN.

So, what’s this mean? It means a major turf war is brewing, and banks are in the middle. One Senior Official put it this way: “The total man-hours spent on BSA exams will double in 2005, and supervisory actions will likely increase by 500%. If you’ve been cited for BSA problems, make sure you’ve addressed them. And, most important, be proactive. Get your BSA audits and training completed, and maintain a list of accounts you’ve reviewed for suspicious activity.”

Case #2 – Don’t force the issue.

The Federal Reserve Bank of Chicago has entered into a Written Agreement with First Midwest Bank, Itasca, IL. The agreement, released July 12, 2004 can be viewed at the Fed’s web site (www.federalreserve.gov).  

The agreement appears to be fairly standard, with one exception; it’s noted below.

“Within 120 days of this Agreement, the Bank shall complete a forensic review of transactions from January 2003 through the date of the Agreement, to determine whether suspicious activity involving accounts or transactions at, by, or through the Bank was properly identified and reported … in accordance with applicable suspicious activity reporting regulations.”

We’ve helped several banks with forensic reviews. However, most were for 6-12 months. We’ve never seen the Regulators order one for eighteen. We asked several sources if this is a new trend; most answered yes.

Said one Regulatory Official: “If we determine your bank’s AML system is deficient, we’ll order a change and an 18-24 month forensic review. If a bank is proactive and makes a change on its own, it may get by with little or no forensic work.”

“We realize forensic reviews are expensive. But cost isn’t an issue—especially when we’re forced to be the catalyst for change.”

Case #3 – Exception to every rule.

“We had a policy of not performing transactions for non-customers—or so we thought!” said a Cashier we recently spoke with. “Then we got a subpoena for our Travelers Checks records, and our eyes were opened.”

The bank is in a resort area, and it’s contractually obligated to sell Travelers Checks to anyone with proper ID. Much to its embarrassment, the bank discovered it sold $120,000 worth to a local drug dealer, all for cash.

“The purchases were always below $3,000, so we didn’t record the transactions in our Monetary Instrument Log. We never realized he purchased Travelers Checks 3-4 times a week, at different branches, and did so for 15 weeks.” 

“We now record every Travelers Check purchase made with cash, that’s at or over $1,000. The BSA doesn’t require this, but the Examiners strongly recommended it as an AML measure”

About Our Company

Wayne Barnett Software is a Texas Corporation. We recently introduced our newest product, the Wire Transaction Monitor. It works by extracting transaction information from the Fed Line System, and storing it in a database. The system automates Wire Log recordkeeping, conducts the 314(a) checks, and, produces advices. Pricing starts at $5,000, with a small annual fee. 

Our BSA/AML system is called the Cash Transaction Monitor. It too works by extracting transaction data from existing sources. Our CTM customers range in size from $30 million to 

$8 billion. Pricing starts at $5,000, with a small annual fee. We also have a really cool Kite Detection System; pricing for it starts at $4,000.

If you have a BSA question, a story to share, or, would like to see a live demonstration of our systems via the Internet, please call us at 877-945-4344. You can reach us via e-mail at wbarnett@barnettsoftware.com. Our web site is www.barnettsoftware.com.
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